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Wake-up call to a hypothetical 2028: China makes 
good on its promise to “reunify” with Taiwan—by force. A 
U.S.-led coalition attempts to repel the invasion, but quickly 
discovers its operational reach is woefully inadequate to 
defend Taipei. The United States barely maintains notional 
access to critical seaports, airports, and canals across the 
globe—China owns them all. China’s seemingly “no strings 
attached” aid and infrastructure investments appeared 
advantageous to U.S. partners, especially when orchestrated 
by corrupt state officials. But over time, Beijing’s coercive 
gradualism cemented control over strategic power projection 
points across the Middle East, South America, and Africa. 
Without global access and basing, logistics—the backbone 
of U.S. combat power—slows to a crawl. China meanwhile 
achieves its reunification fait accompli.

Military Competition—More Than 
Traditional Warfighting 

As a modern fighting force, the U.S. Army struggles 
with understanding and articulating what it does to 
“compete” beyond security assistance, combined exer-
cises, and force posture.1 Unfortunately, our adversaries 
do not, as they masterfully integrate economic statecraft 
with military coercion to advance their interests in the 
gray zone short of war.2 Economic statecraft is a critical 
adversary capability allowing access to targeted states, 
but its associated corruption is an exploitable vulnera-
bility.3 Military finance capabilities must complement 
traditional warfighting to capitalize on this liability to 
expand the U.S. coercive arsenal—fully integrated with 

interagency partners in the Departments of Treasury, 
Commerce, and State. 

Reenvisioning and employing counterthreat 
finance (CTF) as a military competition activity 
against China and Russia to deny financial access to 
and influence over U.S. partners and allies offers 
an irregular way to strengthen “integrated deter-
rence”—the cornerstone of the 2022 National Defense 
Strategy (NDS).4 Expanding current CTF constructs 
to include considerations of friendly force financing 
and understanding the totality of the fiscal and eco-
nomic environments allows more robust CTF efforts 
to protect against unwitting support to adversary 
proxies, corrupt powerbrokers, and state-owned 
enterprises. Clarity in this unique financial com-
mon operating picture would enable broader U.S. 
statecraft in a truly integrated fashion as Defense 
Secretary Lloyd Austin envisions.

A holistic CTF approach to competition—built 
upon lessons from the decades-long counterterrorism 
struggle, offers the Army sustainment, military in-
telligence, and special operations communities a new 
way to support the geographic combatant commands. 
This represents a tangible next step, since sustainment 
support currently utilizes contracting as a significant 
part of setting the theater.5 Different from the cur-
rent Logistics Civil Augmentation Program, such an 
approach would provide an expanded range of options 
to complement more escalatory measures short of war 
such as blockades.6
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To support the denial of adversary financial 
access and influence, the Army should employ CTF 
as a proactive competition activity with defensive 
and offensive components. This requires a fiscal 
preparation of the environment—whereby financiers 
conduct economic risk assessments, apply antim-
oney laundering/countering the financing of terror 
(AML/CFT) compliance structures, and inform 
planning to prevent funds from reaching proxy 
support, criminal, or patronage networks. In con-
cert, financiers and Army special operations forces 
(ARSOF) working in crossfunctional teams disrupt 
and dismantle these networks. 

Counterthreat Finance  
(Un)Defined

Threat finance is a broad term inclusive of the financ-
ing methods used by terrorists, criminals, and adver-
sary states.7 For the U.S. Defense Department (DOD), 
threat finance specifically incorporates “illicit networks 

that traffic narcotics, weapons of mass destruction, 
improvised explosive devices, other weapons, persons, 
precursor chemicals, and related activities that support 
an adversary’s ability to negatively affect U.S. interests.”8  

Unfortunately, this dated 2010 definition under-
emphasizes the adversarial role of states—especially in 
strategic competition today, and it is silent on addressing 
that the DOD may be a primary source of adversary rev-
enue. The most significant gap, however, is neglect of the 
legitimate but coercive use of economic statecraft that 
epitomizes the Chinese and Russian approaches.9

New Fronts of Coercion through 
Economic Statecraft 

Economic statecraft entails the use of econom-
ic means to achieve a foreign policy goal. Examples 
include trade policy, financial structures, private 
business, currency manipulation, and influence over 
state-owned enterprises (SOEs). With malign intent, 
a state can use these mechanisms to pressure a foreign 

(Composite image from Adobe Stock Image)
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government to the point of severe damage to its econ-
omy. Alternatively, a state can incentivize the targeted 
government to adopt policies that support its goals.10

China pursues economic statecraft by leveraging 
trade and investment dependencies, providing finan-
cial aid to key individuals and institutions willing to 
support its interests, and mobilizing SOEs to accom-
plish Beijing’s goals.11 
Specifically, China uses 
its signature “Belt and 
Road Initiative” (BRI) to 
exploit massive infra-
structure investments, 
such as roads, railways, 
ports, and electronic 
communications, in 
vulnerable countries. 
BRI serves as a mech-
anism not only for 
China to gain access to 
key political leadership 
around the world and 
shape their behavior, but 
also to control criti-
cal infrastructure and 

infiltrate or hijack communica-
tions networks and surveillance 
systems.12

Sri Lanka is one such ex-
ample. In the lead up to Sri 
Lanka’s January 2015 election, 
the China Harbor Engineering 
Company provided over $7 
million in campaign funding to 
incumbent President Mahinda 
Rajapaksa. This company was 
building the controversial port at 
Hambantota—which happens to 
be in Rajapaksa’s home district 
and a project he supported. Even 
though Rajapaksa lost, Sri Lanka 
also defaulted on its loans in 2016 
and ceded control of the port 
to the China Merchants’ Port 
(a partial SOE) for ninety-nine 
years. The port construction pro-
vided China a vector to influence 

the Sri Lankan elections, as well as strategic infrastruc-
ture to support its navy.13 

Russia similarly pursues economic statecraft by 
manipulating regional energy dependency, aiding 
militia and criminal organizations, and mobilizing the 
Russian diaspora in targeted countries.14 The former 
includes threatening price hikes and supply disruption 
of Russian gas and oil, and actual cuts of energy sup-
plies for political purposes. The latter includes efforts to 

build business and media 
relationships, penetrate 
official organizations, and 
resource armed proxies. 

Lt. Col. Steve Ferenzi 
is a U.S. Army strategist 
and Special Forces officer 
serving in the U.S. Special 
Operations Command 
Central J-5. He contribut-
ed to the development 
of the Irregular Warfare 
Annex to the 2018 
National Defense Strategy 
and holds a Master of 
International Affairs from 
Columbia University’s 
School of International and 
Public Affairs. 

Col. Sara Dudley is a U.S. 
Army finance and comp-
troller officer serving as 
the director of operations 
and support in the Army 
Budget Office, Pentagon. 
Her prior assignments 
within special operations 
involved direct work on 
countering terror finance. 
She holds a BS from the 
United States Military 
Academy, an MBA from 
Harvard University, and an 
MA from Case Western 
Law School in financial 
integrity. 

Maj. Travis Clemens is a 
U.S. Army civil affairs offi-
cer in the U.S. Indo-Pacific 
Command with multiple 
deployments to Africa and 
the Middle East. He is the 
author of JSOU Report 
20-4, Special Operations 
Forces Civil Affairs in Great 
Power Competition. 

Container ships dock 27 September 2013 at Hambantota Port in Sri Lanka. After defaulting 
on loans from China, Sri Lanka was forced to cede control of the port to China for nine-
ty-nine years. (Photo courtesy of Wikimedia Commons)



March-April 2023 MILITARY REVIEW46

The April 2010 Russian-Ukrainian Kharkiv agreement 
exemplifies Russia’s economic preparatory approach—
setting conditions for its annexation of Crimea in 2014 
by allowing the Russian Black Sea Fleet to remain 
stationed in Sevastopol until 2042 in exchange for a 
significant price reduction of Russian natural gas.15

To help deny Chinese and Russian financial access, 
the Army must employ a new CTF construct. The in-
ternational architecture in which the Financial Action 
Task Force (a money laundering and terrorist financing 
watchdog group) and international financial intelli-
gence units handle risk, detection, and enforcement of 
Bank Secrecy Act requirements toward AML/CFT 
represents an underutilized model that military finance 
and comptroller professionals ought to apply when 
considering vendors. The generation of a similar risk-
based vetting infrastructure and a cadre of profession-
als focused on identifying and denying adversary access 
to friendly force funding would provide mechanisms to 

compete with such actors. Evolving the way the Army 
approaches setting the theater is the ideal place to fos-
ter this change.

Setting the Theater—An Old 
Mindset for Yesterday’s War 

As one of the Army’s five core competencies, set-
ting and sustaining the theater “is essential to allowing 
the joint force to seize the initiative while restrict-
ing an enemy force’s options.”16 Setting the theater 
includes establishing access and infrastructure to 
support joint force operations. The Army supports 
the geographic combatant commands through its 
Army Service component commands (ASCCs)—the 
theater armies such as U.S. Army Pacific—as part 
of its Title 10, Army support to other services, and 
executive agent responsibilities.

The traditional approach to setting the theater 
focuses on large-scale combat operations. As Army 

Figure 1. Counterthreat Finance across the Power  
Spectrum to Shape Desired Behavior 

(Figure by authors) 
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doctrine states, “the purpose of setting a theater is to 
establish favorable conditions for the rapid execution of 
military operations and the support requirements for a 
specific OPLAN [operation plan] during crisis or con-
flict.”17 To fulfill this requirement, the Army maintains 
capabilities that include “intelligence support; commu-
nications; port and airfield opening; logistics; ground-
based air defense; chemical defense; and reception, 
staging, onward movement, and integration.”18

Contract support and finance within the sus-
tainment function both play a significant role.19 The 
newest manual on sustainment operations discusses 
operational contract support (OCS), “the process of 
planning and executing contract support during 
contingency operations,” and banking and disburs-
ing, the “financial management activities ranging 
from currency support of military operations … to 
strengthening local financial institutions.”20 However, 
it only briefly considers operational security that in-
volves vendor use of local nationals that may report 
information on friendly forces.

A stronger case for the theater army’s central role 
in deterrence rests in its partner engagements, infor-
mation advantage, and sustainment activities through 
an active campaigning approach to shape the envi-
ronment.21 Unfortunately, this is still a minority view. 
A framework for setting the theater must go beyond 
enabling access and sustainment primarily for armed 

conflict to one that explicitly includes denying financial 
access to adversaries through CTF as part of a compre-
hensive integrated deterrence toolkit.

Asymmetrically Setting the 
Theater—A New Mindset for 
Integrated Deterrence Today 

A CTF approach to setting the theater should 
confront this challenge through the lens of coercion—
the ability to influence an actor to do something that 
it does not want to do. The renowned scholar Thomas 
Schelling described coercion as encompassing two basic 
forms: deterrence and compellence. Deterrence rein-
forces status quo behavior by preventing a target from 
pursuing unwanted actions, while compellence intends 
to change a target’s behavior.22 The 2018 NDS empha-
sized how revisionist powers “increased efforts short of 
armed conflict by expanding coercion to new fronts,” 
while the new 2022 NDS elevates “integrated deterrence” 
to its primary line of effort.23 The Army must think 
about coercion in new ways—specifically irregular de-
terrence, to keep pace (see figure 1, page 46).24 

Most examinations of the U.S. military’s contribu-
tion to coercion tend to focus on demonstrations of 
commitment (forward-stationed forces and security as-
sistance); enforcing international law in the global com-
mons (shows of force such as freedom of navigation 
operations); and limited uses of lethal force (precision 

Figure 2. Defense and Offense Counterthreat Finance Construct
(Figure by Col. Sara Dudley and Col. David Vandevander)



Army Counter Threat Finance Concept

Disrup�on of 
Adversary 

Fiscal 
Networks

Financial Access 
Denial

Fiscal Prepara�on of 
the Opera�ng 
Environment

Map
US Funding 
Authori�es

Map Coali�on 
Funding 

Authori�es

Map Host 
Na�on 

Economy

Understand 
Enemy Crypto 

Currency

Understand 
Barter and 

Black Market 
Economy

Map Host 
Na�on 

Banking

Understand 
Enemy 

Banking

Understand 
Enemy 

Economy

Understand 
Counterfeit 

Threat

Plan for 
Captured Cash

Plan for ACSA 
and Cost 
Sharing

Understand 
Economic 
Impacts of 
Opera�ons

Know CTF 
Capabili�es

Know the 
Currencies of 

the AOR

Army CTF provides commanders a complete 
understanding of the fiscal and economic impacts 
of their decisions on the Operating Environment 

and the disruption of enemy operations.

PREVENT DISRUPT

March-April 2023 MILITARY REVIEW48

airstrikes).25 Such studies do not include economic or 
financial measures beyond support to sanctions.26 This 
new approach expands options whereby the Army can 
contribute to general deterrence by denying adversary 
financial access to theater resources, as well as adding 
to a whole-of-government escalation ladder that better 
links the military with economic and financial instru-
ments during crisis management.27 

Classic deterrence, backed by large conventional 
formations and nuclear weapons, relies on signaling 
the power to hurt an adversary if it crosses a red line.28 
Deterring gray zone coercion exercised through eco-
nomic statecraft instead requires new ways to address 
the vulnerabilities that Russia and China exploit in 
targeted states.29 Counterthreat finance provides a 
mechanism of “irregular deterrence” through financial 
access denial, which works along the logic of making the 
target (corrupt politicians, local businesses, criminal 
organizations, etc.) too difficult, or costly, to purchase 
and leverage.30

Counterthreat finance would cover the full spectrum 
from general defensive actions to protect against U.S. 
and partner money inadvertently funding adversaries 
through OCS (e.g., vendor threat mitigation), to offen-
sive operations—specifically in the information envi-
ronment against nodes in adversary funding streams. 
Reframing the traditional CTF approach to “deny” illicit 
actors’ financial flows in terms of defensive and offensive 

operations broadens assurance that funding does not 
reach adversary networks and decreases the effectiveness 
of economic coercion (see figure 2, page 47).31

Preventive Measures: Enabling 
Partner Financial Resilience in 
the Army Service Component 
Commands

Current efforts toward CTF primarily focus on 
financing used to engage in terrorist activities and 
support illicit networks. Targeted networks deal with 
trafficking narcotics, weapons of mass destruction, 
improvised explosive devices, weapons, and related 
material that support malign activity.32 Transnational 
organized crime, often coordinating and facilitating 
those activities, also demands attention from this same 
community of action. The reenvisioning of CTF into 
a broader context requires understanding the “denial” 
of financing within a broader prevention-disruption 
framework that moves beyond the “deny, disrupt, de-
stroy, or defeat” description in existing doctrine.

The goal of preventing funds from reaching adver-
sarial networks is to enable financial resilience—hard-
ening against adversarial economic coercion. When 
considering the need to prevent friendly force sustain-
ment funds from reaching illicit actors, the financial 
operating environment weighs heavily on planners 
and financial forces. The application of financial risk 

(Figure by the U.S. Army Finance Corps Working Group) 

Figure 3. The Counterthreat Finance Spectrum from Fiscal Preparation  
of the Environment to Financial Access Denial 
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assessments and AML/CFT-like compliance structures 
within financial units making payments provides a 
twofold benefit. First, additional vetting and econom-
ic awareness provide more assurance to prevent U.S. 
funding spent in OCS from reaching criminal, corrup-
tion, or patronage networks, while secondarily support-
ing positive local economic outcomes.

To empower this full spectrum of financial and eco-
nomic considerations, a “fiscal preparation of the envi-
ronment” produces a picture of financial and economic 
conditions within a geographic area (see figure 3, page 
48).33 This preparatory and ongoing running estimate 
provides the foundation of an expanded CTF.

Fiscal Preparation of the 
Environment

The fiscal preparation of the environment starts 
by defining the known fiscal and economic operating 
environment. This preparatory research step provides 
the underlying information to assess the situation and 
determine required controls to mitigate risk in financial 
transactions. General parameters parallel the AML/
CFT risk assessment that a financial institution would 
do across risk categories within a compliance cell. The 
Federal Financial Institutions Examination Council 
manual outlines elements within specific risk categories 
of products, services, customers, entities, transactions, 
and geographic locations.34 Minimum military equiv-
alent considerations for finance units would entail 
detailed research of the following: geographic risk af-
filiated with local banking systems, underlying societal 
value transfer systems, known black market or promi-
nent illicit businesses, and identification of sanctioned 
or restricted companies or individuals.

These steps facilitate the production of financial 
templates and overlays to support decision making in 
a commander’s area of operations. These templates 
would outline vetted vendors, existing local AML/CFT 
law enforcement and policy, the international status of 
local banks, cash management policy, approved digital 
payment platforms, and the expected U.S. force density, 
contract support requirements, and capabilities.

Shaping the Fiscal Operating 
Environment

Clarity of economic conditions within high-risk 
AML/CTF areas prone to illicit actor manipulation 

informs planning to generate a more conducive eco-
nomic environment. Shaping the fiscal operating 
environment utilizes the identified vulnerable portions 
of economies to inform how external fiscal or economic 
manipulation could generate effects on operations.

Commander visualization tools of financial effects 
on environmental variables (PMESII-PT) and cultural 
considerations (ASCOPE) should amplify understand-
ing of the ground force position and relative fiscal ad-
vantages.35 Identification and mapping of U.S. and part-
ner funding authorities, estimates of local contracting 
capability and civil considerations, and identification of 
AML/CFT risk particular to the local area round out 
this area of the spectrum. Finance and intelligence ele-
ments then use this analysis to present risk mitigation 
controls to the commander for CTF action based on his 
or her level of risk tolerance.

This analysis translates to an ability to tease apart 
contingency planning captured primarily as a military 
component of national power from substantial eco-
nomic components that also exist. Given the size and 
scope of global U.S. military engagements, figuratively, 
a little “e” resides within the big “M” of DIMEFIL.36 
Focusing solely on the lethal employment of the mili-
tary (M) negates the opportunity to influence competi-
tion via contract dollars (little e) that commanders will 
spend in support of operations anyway. Smartly apply-
ing contract dollar requirements allows the military to 
foster partner nation fiscal resilience and enable actions 
appropriate for interagency partners.37

Disruptive Measures: Going on 
the Offense in the Theater Special 
Operations Commands

Offensive operations by the SOF community round 
out efforts toward financial access denial. Working as 
crossfunctional teams through the theater special oper-
ations commands (TSOCs), finance corps professionals 
and ARSOF can disrupt and dismantle critical corrup-
tion networks supporting Chinese and Russian inter-
ests. The intersection of CTF and special operations, 
especially civil affairs and psychological operations 
forces, can be most effective in the information envi-
ronment. SOF serve several critical roles that enable 
CTF, ranging from civil reconnaissance to precision 
messaging and enabling the reach of national authori-
ties through interagency partners. 
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Imposing Costs on Infrastructure 
Investments

In a reconnaissance role, a SOF civil affairs team 
acting as a civil military support element (CMSE) can 
maintain relationships in strategic areas through which 
they can observe Chinese economic activities and their 
effects. New construction sites or talks of contracts with 
Chinese investors are often topics broached during reg-
ular meetings and contacts. Civil reconnaissance allows 
the TSOCs to map BRI’s reach and apply targeted CTF 
measures against associated individuals and businesses 
facilitating China’s access.38 This includes serving as a 

tipping and cueing function to other agencies such as the 
Treasury Department’s Office of Foreign Asset Controls.

With an eye toward civil resilience, SOF can de-
grade the effects of adversary information operations 
on relevant populations that enable financial access.39 
SOF supports working with legal and community 
organizations to better understand customs, licensing, 
or permit processes they should mandate and enforce 
to ensure their sovereignty. Nongovernmental orga-
nizations (NGOs), especially environment-oriented 
ones, often have legitimate concerns over the negative 
effects of construction.40 Through U.S. embassy and 
NGO contacts, CMSEs can illuminate concerns of 
BRI projects to NGOs who have influence to sway 
the partner-nation to oppose these projects. As pop-
ular frustration continues to grow with unsustainable 
debt-for-infrastructure deals in developing countries 
along the BRI, influence campaigns could enable local 
and multinational partners to discredit Chinese activi-
ties and inhibit further predatory investments.41 

Disentangling Energy Dependencies 
Special operations forces can serve a similar func-

tion against Russia through relationships with U.S. 
embassies and partner-nation officials and civilian 

influencers. Russia creates a critical vulnerability for 
itself by leveraging energy exports to sway foreign 
governments. A decrease in demand would result in a 
decrease in Moscow’s political leverage.

Civil reconnaissance can identify vulnerable locations 
that hold outsized political influence in the partner-na-
tion. That military information flow to the U.S. embassy 
would allow enhanced transparency and new value 
proposition for consideration in application of resources, 
perhaps through the U.S. International Development 
Finance Corporation, to establish alternative energy in-
frastructure for these specific cases. By targeting specific 

locations that produce the most public outcry during 
petroleum embargoes or price increases, the partner-na-
tion can alleviate political pressure without changing the 
entire country’s energy infrastructure.

Special operations forces could also support re-
sistance against Russian economic coercion by high-
lighting pipeline construction through environmen-
tally sensitive areas or culturally significant regions. 
Resistance-focused efforts in conjunction with targeted 
CTF measures could foster partner-nation will and 
political leverage against Russia’s efforts to sway its key 
leaders—denying financial access over time to reduce 
Russia’s position of advantage.42

Illuminating and Supplanting the 
Funding Flows 

Encouraging selectively introduced digital val-
ue-transfer systems may further insulate populations 
in coercion-prone areas. Special operations engage-
ments, via training events and long-standing mil-to-mil 
relationships, could eschew Western-centric payment 
methods, normally in U.S. dollars, and adopt preexist-
ing local digital payment platforms, endorse cryptocur-
rency payments, or offer access to a specialized decen-
tralized application based on answering communal 

Resistance-focused efforts in conjunction with target-
ed CTF [counterthreat finance] measures could foster 
partner-nation will and political leverage against Russia’s 
efforts to sway its key leaders—denying financial access 
over time to reduce Russia’s position of advantage.
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needs. New cryptocurrency technologies offer commu-
nities an efficient complementary mechanism to create 
“civic or city” currencies that support local economic 
development, societal cohesion, and active participa-
tion in the sustainability of local communities.43

The introduction of such digital payment mecha-
nisms allows for distributed, resilient, and transparent 
value transfers that make it more difficult for China or 
Russia to engage in predatory economic practices. High 
societal adoption rates of open-source cryptocurrency 
technology allow analysis of where payments ultimately 
land and illuminate external injects of funding. SOF’s 
ability to rapidly prototype, test, procure, and deploy 
such technology provides an additional layer against 
operational sustainment payments reaching illicit actors, 
covert payments reaching corrupt local officials, the 
warping of local markets, or the generation of unsustain-
able economics.44 It also allows the United States and 
partners to compete against Chinese Digital Currency 
Electronic Payment (DCEP) and digital yuan, and 
Russian cryptocurrency (“CryptoRuble”) intended to 
cement adversary leverage and unseat the U.S. dollar.45

Cashing in on Finance as a System
Planners can optimize efforts toward compre-

hensive financial access denial through a systems 

framework that emphasizes cost imposition through-
out the entire process. This addresses financial inputs 
(physical and virtual funding streams), conversion 
mechanisms (SOEs and corrupt government officials), 
and outputs (commercial infrastructure and proxy 
networks) (see figure 4).46 On the front end, this 
involves raising the costs of obtaining financial inputs 
and impeding conversion of that funding to outputs. 
On the back end, disrupting the outputs and blunting 
negative effects on the population set conditions to 
compel adversary behavior change and deter future 
attempts at coercion.47

Raise the costs of obtaining inputs. Informal mon-
ey transfers take the form of hard currency exchanges, 
digital payment accounts not affiliated with banks, on-
line exchange forums, and peer-to-peer cryptocurrency 
payments that circumvent traditional tracking systems. 
The difficulty in attacking these structures is identifying 
them in the first place. This is where SOF can support 
interagency efforts. Through normal engagements, 
CMSEs gain a broad understanding of how economic 
factors affect the local population and can identify the 
specific mechanisms, locations, and personalities in-
volved in digital payments and online exchanges. Armed 
with this knowledge, CMSEs work with the U.S. embas-
sies to leverage interagency tools. Applying compliance 

Figure 4. Counterthreat Finance as a System 
(Figure by authors) 
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structures, risk-based vetting infrastructure, and strin-
gent needs statements make it harder for those funds to 
reach their intended targets through OCS pipelines and 
analogous partner-nation processes.

Impede the conversion mechanisms. SOEs, cor-
rupt government officials, informal power brokers, and 
local businesses provide the access, placement, and in-
fluence that China and Russia leverage for exploitation 
and coercion. Targeted vilification of corrupt officials 
and predatory commercial entities can illuminate 
malign actors. Psychological operations teams alongside 
CMSEs message through local media, social media, and 
in-person engagements about these corrupt officials—
enabling strikes, protests, local democratic processes, 
and international pressure campaigns to remove them 
from office or positions of influence. Similarly, CMSEs 
can provide targeted information to aid restrictions on 
foreign engineers and expand contract cancelations, 
administrative legal hurdles, and litigation to persuade 
adversaries to cease their activities and alter their deci-
sion calculus.

Disrupt the outputs. The construction and main-
tenance of physical infrastructure and proxy networks 
serve as adversarial action arms. Outputs from infra-
structure might also represent critical resources that 
allow adversaries outsized influence in global supply 
chains. Offensive measures such as asset seizures, 
cyber penetration, physical sabotage, arrests, and 
deportations expand the range of options to escalate 
when necessary.

Blunt the adverse effects on the population. Local 
communities, businesses, and workers often bear the 
brunt of adversarial economic coercion and its asso-
ciated corruption, especially when it involves foreign 
labor, environmental damage, and loss of sovereignty.48 
Mitigating these negative impacts through targeted 
worker compensation, local economic investments, 
micro loans, environmental protection measures, and 
increased community participation in economic deci-
sions would complete the efforts to achieve financial 
access denial.

Money in the Bank, or Bad 
Investment?

Despite the clear benefits of pursuing a broad-
ened CTF approach to competition, the interrelat-
ed issues of scope, scale, and capacity prevent CTF 

from becoming a silver bullet. Scoping competition 
CTF efforts to include illicit and corruption net-
works makes sense. However, expansion to include 
SOEs—the most powerful arm of China’s economic 
statecraft, raises questions about scale. Akin to mul-
tinational conglomerates, many SOEs have listings 
on several foreign stock exchanges. Comprehensive 
denial of SOEs through CTF alone is impossible 
without significant efforts from many international 
partners. However, the mitigation and disruption of 
in-country malign SOE activities, especially related 
to BRI, remains feasible.

The question of whether the Army Finance and 
Comptroller Corps and SOF communities have the 
capacity to employ CTF activities at the scale nec-
essary to affect adversary decision calculus is also a 
valid concern. To date, the finance corps added CTF 
as a core competency, established pilot cells collocat-
ed with SOF, began incorporating financial analysis 
into theater-level training exercises, and established 
ad-hoc training programs from existing interagency 
offerings to jump-start the learning curve.

While the SOF finance professionals develop a 
prototype of the capability, the broader Army finance 
initiative must create dedicated development pro-
totypes of dedicated service-level CTF career paths, 
mature the doctrine, and make force structure trade-
offs to optimize its human capital toward long-term 
CTF success across the joint force. Integrating and 
leveraging the existing finance-related capabilities and 
authorities across the ASCCs and TSOCs with those 
of interagency partners offers outsized return on in-
vestment that decision-makers must not ignore.

Shareholder Equity through Full-
Spectrum Counterthreat Finance 

Deterring adversaries from exploiting vulnerable 
partners through financial vectors, as well as com-
pelling behavior change to align with U.S. interests, 
requires new ways to affect their decision calculus in 
daily competition. Preventative and disruptive CTF 
measures provide one such way—through full inte-
gration of Army conventional forces, ARSOF, and 
interagency partners.

With the Army’s focus on multidomain opera-
tions, the theater army—as the ASCC for its assigned 
combatant command, is the principal Army formation 
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“responsible for deterring or defeating an adversary’s 
malign influences and overt aggression below armed 
conflict within the theater.”49 Reconceptualizing how 
the Army sets the theater—specifically with an irreg-
ular CTF approach to deny adversary financial access, 
strengthens the Army’s contributions to integrated 
deterrence and expands the aperture of multidomain 
operations to the financial arena.

The CTF approach to deterrence also supports 
efforts to institutionalize irregular warfare lessons 
learned from past conflicts.50 Adapting CTF activ-
ities today against proxies, corrupt powerbrokers, 
and SOEs employed by China and Russia toward 
financial access denial would capture and build upon 
lessons from CTF in the decades-long counterter-
rorism struggle. Enhanced with intelligence fusion, 
the integration of ASCC and TSOC crossfunctional 
teams further advances the conventional and SOF 

integration, interoperability, and interdependence 
established over nearly twenty years of counterter-
rorism operations.51

Finally, money and financial flows do not rec-
ognize military and civilian bifurcations. While 
Chinese infrastructure spending through BRI is 
qualitatively and quantitatively different than threat 
finance in Iraq, adapting those tools and enhancing 
the scale and scope of interagency tools like those 
found in the Treasury and Commerce Departments 
could prove critical to deterring adversary gray 
zone behavior. Re-envisioned CTF will enable 
broader U.S. economic statecraft and help the DOD 
strengthen integrated deterrence through a com-
prehensive military irregular–conventional–nuclear 
deterrence triad. We cannot afford to forego this 
opportunity to change, or else risk moving closer to 
our own checkmate.   
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