Multi-Domain Battle
Driving Change to Win in the Future
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This is the first of three articles discussing the impact of multi-domain battle through the lens of the U.S. Army Training and Doctrine Command. This article frames the ideas taking shape for how land forces might conduct future operations under the multi-domain battle concept being developed by the Army Capabilities and Integration Center. In recognition of the centennial of American Expeditionary Forces entering World War I, the articles will incorporate relevant historical observations and lessons to help drive home the new and differentiate it from the old.

“Perhaps we are losing too many men,” is not the way to start a conversation about changing doctrine.1 Army Gen. John J. Pershing penned these words in August 1918 after American Expeditionary Forces (AEF) sustained more than sixty thousand casualties over about four months.2

When the United States entered World War I in the spring of 1917, Pershing firmly believed the Germans would be driven from the trenches and defeated in the open by self-reliant infantry employing a doctrine of open warfare.3 Open warfare doctrine imagined infantry brigades maneuvering outside the trenches that had immobilized the war months after it began in 1914. Instead of stationary fighting from trenches, U.S. brigades supposedly would employ speed and mobility to inflict decisive defeats on the Germans. Though Pershing coined the phrase open warfare, the ideas were consistent with prewar doctrine—heavily influenced by German military thought—that minimized the use of artillery and machine guns.

However, casualties suffered by German and Allied forces starting in 1914 forced the combatants to realize that the lethality of rapidly firing artillery, machine guns, mortars—and later, gas, tanks, and aircraft—made tactics such as those advocated by Pershing’s open warfare doctrine almost suicidal. European armies, confronting unsustainable casualties, had to adapt and develop new doctrine and tactics after a stalemate settled in.

Facing his own unsustainable list of casualties, Pershing directed his General Headquarters to conduct a doctrinal review.4 What little change came was too late; over half of U.S. casualties in World War I happened in late 1918 during the Meuse-Argonne Offensive.5 Despite the talk of change, open warfare persisted as leaders such as Pershing maligned Allied tactics and doctrine while continuing to create extraordinarily aggressive and optimistic attack plans.6 They underestimated the importance of heavy firepower and their control, communication, and coordination.7

The approaching centenary of the end of World War I provides a moment to reflect on how land forces should adapt to changing operational environments. Despite the heroism of the AEF in 1917 and 1918, it is clear that the Army did not adapt its doctrine for the operational conditions that existed on the Western Front before the United States entered the war. The United States had an opportunity to observe and learn from European experience. Instead, the Army persisted with doctrine that had already been found wanting. The United States now faces a comparable moment. Operational environments are changing rapidly. However, when called to fight, the Army cannot afford the price paid in blood during World War I. This time, the Army must understand the changes as they occur and anticipate how they will affect operations. Doctrine must evolve before the Army faces potential enemies, not after. We must learn from careful study and analysis so we will not have to learn from bitter experience.

Changes to How the Army Will Fight

When the Nation calls upon the Army to fight and win its next war, the operational environment will be unlike the circumstances of our recent experiences. It will be defined by an enemy who will challenge our ability to
maintain freedom of maneuver and superiority across the air, cyberspace, land, maritime, and space domains and the electromagnetic spectrum. As U.S. forces arrive on the battlefield with high-tech and expensive precision-guidance missiles, enemies may counter with innovative and effective responses costing pennies on the dollar. To counter our state-of-the-art communications network, they may hack in, disrupt, and deny our assurances through a well-organized group of experts hitting targets purposefully selected with intelligence and acting in accord with a larger maneuver plan—all executed from outside the area of operations. The Army Capabilities and Integration Center is developing the multi-domain battle concept to help prepare the Army for these possible future battlefields, in which current American strengths could become future weaknesses, and domains of present dominance could become areas of violent struggle.

*Doctrine* describes how the Army conducts and trains for operations today with the capabilities it already has. Conversely, *concepts* describe how the Army may operate in the mid- to far-term future based on anticipated future operational environments. When published in U.S. Army Training and Doctrine Command pamphlets, concepts guide the study, experimentation, and evaluation of new solutions for doctrine and for organization, training, materiel, personnel, and facilities (the
force domains, together known as DOTMLPF). When validated, concepts lead to changes within the force domains, including doctrine. 

Change is never easy, especially in large organizations. The Total Army is a massive enterprise of over 1,030,000 soldiers plus thousands of Army civilians spread across the globe in a wide variety of operations and readiness stages. To change the Army and to prepare it for future operations is not as simple as rewording the Army’s doctrine and purchasing new equipment. Due to its size, the Army will change on a scale beyond that imaginable by almost every Fortune 500 company. That change requires the Army to develop an operational concept based on a thorough campaign of learning that will guide changes across the entire force.

In Forging the Sword—Doctrinal Change in the U.S. Army, Benjamin M. Jensen explains that doctrinal change takes hold through shock and competition or through cultural self-selection. Change from shock and competition is change by force, from failure or from observing others’ failures. Armies that fail before changing may not have the luxury of keeping their preferred organizational structures; they must quickly adapt to the immediate realities of what will work in their current fight. With failure, an army is forced to adapt immediately or to continue to fail and even lose. Among many examples, Pershing’s failures in doctrine reverberate this truth—U.S. forces were victorious in the end but after too many lives lost. Change from cultural self-selection, however, is proactive change. It is change by choice, made by anticipating problems and evolving to prevent failure. In proactive change, leaders have the time and opportunity to focus change reflective of their cultural and organizational strengths. The best historical example of change by choice is the AirLand Battle doctrine of the 1980s.

AirLand Battle as a Model for Change

In contrast to the bloody learning by experience that the AEF endured in World War I, the development of AirLand Battle offers a better model for change. The genesis of AirLand Battle came from observing Israel’s devastating lack of readiness at the start of the October War in 1973 (also called the Yom Kippur War or the Ramadan War), when Egypt and Syria attacked Israel in the Sinai Peninsula and the Golan Heights, respectively. Since 1967, a confident Israel had considered itself ready to repeat its decisive victory over an Arab coalition in the Six-Day War. In 1973, however, the Arab armies advanced quickly, and Israeli forces suffered heavy casualties before their eventual victory. With the Arabs supplied by the Soviet Union and the Israelis supplied by the United States, the conflict pitted Soviet and American capabilities against each other in combat. The U.S. Army’s ability to observe and learn from Israel’s mistakes allowed it to change proactively and to build on strengths unique to it and the North Atlantic Treaty Organization.

Army leaders in 1973 understood that the Army was a force ready to fight counterinsurgency in Vietnam, not major combat on the plains of Central Europe. They understood that their likely operational environments had changed and that the Army needed to change to keep pace. Over the course of more than eight years, AirLand Battle was developed in an ongoing process, first as a concept, and ultimately as doctrine, in the 1982 version of Field Manual (FM) 100-5, Operations.

Of the many takeaways from AirLand Battle, three offer value regarding multi-domain battle. The first is the introduction of operational art, as it is known today, and the battlefield framework. The framework gave Army commanders a clear visualization of their battlefield, codified as close, deep, and rear areas. The second was decentralized execution, requiring commanders to continuously monitor their sector for possibilities to exploit—a precursor to mission command. Third, integrated battle, a term coined by Douglas Skinner, was the idea of maneuver, synchronization, and firepower being integrated in execution on the battlefield. While not specifically defined in FM 100-5, integrated battle as an idea permeates the document. Integrated support of all arms and services is critical in close operations, to include integration of airpower for attacking the enemy in echelon.
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The fall of the Soviet Union and the collapse of the Warsaw Pact ended the threat that AirLand Battle was intended to counter. Instead, in 1991, Operation Desert Storm offered a chance to fully validate AirLand Battle as doctrine. In executing the seemingly impossible left hook, Army Gen. Norman Schwarzkopf relied heavily on planners who had graduated from the School of Advanced Military Studies versed in maneuver warfare and operational art. Decentralized execution combined with combined arms maneuver had been honed to a knife’s edge through constant rotations and exercises at combat training centers. That tactical superiority became clear to the world during the one-hundred-hour ground war. Operation Desert Storm was AirLand Battle’s debutante ball, and it proved that an effective process adjusts the doctrine before the next battle.

The Multi-Domain Battle Concept for the Future

In developing the multi-domain battle concept, the Army seeks to follow the path successfully blazed by the developers of AirLand Battle. It intends to avoid the sort of bloody, traumatic learning that the AEF experienced in 1918. Multi-domain battle is a concept driven by proactive choice and informed by the threat of failure. It is an evolution of the Army operating concept, detailing a response to our observations of developments in the South China Sea, Russian New Generation Warfare, and continued challenges in the Middle East. It is an acknowledgment that the United States is reaching the end of a period in which it can make change by choice, without having taken severe losses. The Army must evolve and change.
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For the multi-domain battle concept to eventually succeed as doctrine, and in the other force domains, the first step is to clearly understand the potential operational environments it is meant to address. The 2017 white paper “Multi-Domain Battle: Combined Arms for the 21st Century” defines the central problem this way: “U.S. ground combat forces, operating as part of ... joint, interorganizational, and multinational teams, are currently not sufficiently trained, organized, equipped, or postured to deter or defeat capable peer enemies to win in future war.” Whereas in AirLand Battle, the terrain, politics, and enemy were known, today, multiple adversaries of varying and growing capabilities are actively achieving their objectives under the threshold of armed conflict. Military action in response to our adversaries’ actions faces a variety of complex problems. Adversaries may threaten the costs of a highly lethal battlefield, limit access to critical domains, challenge the ability to maintain superiority in air and maritime domains, and attempt to deny access into the theater.

Drawing from these complex and interrelated problems, the multi-domain battle concept will ultimately detail these problems to a level that solutions can be developed, applied, tested, and evaluated. Critical to achieving this level of detail is the establishment of a battlefield framework. A battlefield framework is a cognitive tool used to help commanders exercise mission command. The right battlefield framework allows commanders to clearly visualize, describe, direct, lead, and assess the application of combat power in time, space, purpose, and resources. As operational environments change, previous frameworks will prove inadequate to these tasks. Reimaging the battlefield framework is essential to multi-domain battle’s success.
AirLand Battle gave us a battlefield framework of deep, close, and rear to frame the problem of how the U.S. military would fight outnumbered and win. Multi-domain battle’s framework must allow victory in an even more complex world. Multi-domain battle is developing an expanded battlefield framework to fight across the breadth and depth of enemy capabilities, seamlessly reaching from battlefield to home station and across multiple domains. The figure illustrates a draft version of the battlefield framework, as evolved from AirLand Battle, based on the construct’s development at the time of this article’s publication.

The draft framework being developed by the Army Capabilities and Integration Center comprises six physical spaces: deep fires, deep area, close, support, operational support area, and strategic support area. In application to real-world missions, these areas are not necessarily linear or contiguous; assignment and delineation of these areas are completely dependent on the geopolitical terrain where they are placed:

- A deep fires area is beyond the feasible range of conventional maneuver forces, but it is where joint fires and national capabilities may be employed to operational or strategic effect. Likely within sovereign borders, it is largely denied by maneuver elements.
- A deep area contains challenges that must be defeated in order to be successful in the close area. In a deep area, maneuver forces must have the capability to converge and open temporary windows of domain superiority to seize the operational initiative.
- A close area is where the major direct fire fight unfolds. In a close area, ground forces seize and hold key terrain, maneuver to destroy enemy ground formations, and secure populations.
- A support area directly supports the forward fight. A support area enables operations in the
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**Figure. Draft Battlefield Framework Compared to AirLand Battle**
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close, deep maneuver, and deep fires areas with sustainment, fires, maneuver support, and mission command capabilities.

- An operational support area holds the central point, key capabilities, and sustainment of joint forces. An operational support area provides the location of critical joint force mission command, sustainment, and fires and strike capabilities.

- A strategic support area stretches from the homeland, along deployment lines of communication, to the initial point of entry. In detail, a strategic support area encompasses home ports and stations, strategic sea and air lines of communication, and homeland communications. Traversing through, and operating within, the strategic support area will undoubtedly require acute cross-combatant command coordination.

It is important that even virtual locations are tied to physical locations within this framework. Space, cyberspace, and information are often cited as exclusive virtual domains or dimensions, but that attribution is inaccurate. Achieving a physical effect requires a physical location of a delivery mechanism, supporting points to facilitate delivery, and the point of the intended effect.

Additionally, across the levels of war and throughout all operational phases, virtual capabilities are positioned in physical space according to their level of employment. For example, an organized group of hackers operating in a deep fires area may use proxy servers of another deep fires area, outside the theater of operations, to deliver effects against a specific unit holding key terrain in the close area. The hackers may do this by targeting their enemies' dependents in the homeland. These effects could be lethal, utilizing social media and open source imagery to select targets on the unit's more vulnerable home-base and community, or they could be nonlethal, such as emptying bank accounts. Through either approach, the targeted unit would become distracted, thus opening a window of opportunity for the enemy to exploit.

Through this battlefield framework, problems identified in “Multi-Domain Battle: Combined Arms for the 21st Century” go from broad strokes to detailed problems we can solve. These problems are conceived along the battlefield framework against specific adversarial capabilities. Through this approach, whether we are dealing with the lethality of the battlefield or refining capabilities to mitigate weaknesses in our command and control networks, the battlefield framework provides a basis to develop depth of understanding so that DOTMLPF solutions can begin to take shape.

**Multi-Domain Battle—A Descendant or Fundamentally Unique?**

The question now is whether the battlefield framework has expanded the battlefield, compressed it, or both. While the proposed framework has expanded far beyond AirLand Battle doctrine, it appears to have actually compressed the battlefield. In the draft framework, however, the vastness of space and cyberspace—along with the far-ranging effects of information operations, electronic warfare, and even some conventional weapons—ensures that the battlefield is limitless. From home station to the close area, there is the potential to be engaged instantaneously with long-range fires, cyberspace, space, electronic warfare, and information. If the battlefield truly is compressed, it will drastically change how and why DOTMLPF solutions are sought.

Multi-domain battle, as a concept, and the expansion of the battlefield both draw on a resurgence of past ideas. The battlefield framework brings back a construct similar to deep, close, and rear—the standing operational concept for the U.S. Army until it was replaced in 2001 with full-spectrum operations, only to return with publication of Army Doctrine Publication 3-0, *Operations*, ten years later. There is also a clear focus on the operational level of war and the idea of Skinner's integrated battle. Last, multi-domain battle’s genesis comes partly from Deputy Secretary of Defense Robert Work’s call for an AirLand Battle 2.0 as a means to operationalize the third offset strategy (initiated November 2014 by then Secretary of Defense Chuck Hagel). While multi-domain battle is a descendant of AirLand Battle, every step of its evolutionary process is designed to confront prevailing challenges by developing solutions that are both new and different.

The prevailing challenges facing the U.S. military today demonstrate a battlefield that is being compressed. In the geographically massive framework of multi-domain battle, planning for the inability to assure communications and domain superiority would be an entirely new focus, although the threat is not entirely new in
war. From this perspective, multi-domain battle evolves as something informed by the past but set to take on circumstances new and far different from those U.S. land forces faced generations ago.

Beyond just the framework, integrating space and cyberspace domains and the electromagnetic spectrum for how Army units and joint forces will fight is something the Department of Defense is just now beginning to understand. Multi-domain battle reintroduces the idea that converged cross-domain capabilities across DOTMLPF are an absolute prerequisite for success; this is how the concept frames integration. Finally, because of the role of new technology, from artificial intelligence to robotics, multi-domain battle accounts for how the character of warfare on the future battlefield will be different.

However, as a concept, multi-domain battle draws back from science fiction and looks to the specific capabilities that will be required to win in the future fight.

The Army—along with all the services—has a clear window of opportunity. The security environment is evolving and will continue to change quickly. Our challenges may extend beyond the immediate adversaries on whom we focus. However, by focusing on how to respond to our adversaries’ capabilities, the concepts and subsequent doctrine we create will continue to improve our DOTMLPF capabilities in a converged and integrated fashion across warfighting functions, and, hopefully, across joint forces so we can arrive on the future battlefield with convergence and integration—one step further, one step faster, than our enemy. Victory starts here.
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